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THREATS

There are many threats




LOCAL MACHINE

Websites with
harmful
content

Physical
access to the
machine

DIGIMAKE

Software with
embedded
malware, such as
ransomware

Links in emails,
documents
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WEBSITES

&

Denial of Service
(DoS) attack

Theft of personal
data

Script
injection
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OUR ACTIONS
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LOCAL MACHINE

We use Mac OS
We only install software from recognised suppliers
We prefer licensed software

Installed antivirus

Regular backups to cloud service and loose hard drive, multiple versions of
backup

We do not open files from unknown senders

We encrypt the hard disc
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NETWORK

We connect via fibre or mobile broadband to the Internet via a local firewall in
router

We have firewall switched on in local machine

We do not use public WiFi networks
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CLOUD SERVICES

« We use well-known cloud service providers (Microsoft, Apple, Loopia, AWS)

« We have extra protection against dangerous links and attachments in emails




